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INSTRUCTIONS:
1. All questions are compulsory
1. Figures to the right indicate maximum marks to the respective questions

Q1. Answer any five of the following questions   		    		      (5x2 =10) 
a.  What is meant by EDI? List any one advantage of EDI 
b.  What are the disadvantages of LAN
c. What is meant by B2B Ecommerce? Give 2 examples of it.
d.  Differentiate between Trojan horse  and Rootkits
e. What do you understand by lack of availability with respect to cyber-crime? Give an example of a cyber-crime where the availability is an issue  
f. What is SSL? Why is it used? 
g. What do you understand by cyber offence against society? Explain with an appropriate example 
Q2.  Write short notes on any two of the following   				     (2x5 = 10)
A. Explain five advantages of computer network 
B. What is meant by Network Topology? Explain its types
C. Write notes on types of media used in computer networking 
      
Q3.      Answer the following            						      (2x5= 10)                                                                        
A.    Write short note on E- banking. What services does E-banking provide?
OR
A. Define M-Commerce and explain any four services provided by M-Commerce.
B. What is EPS?  Explain In brief the various EPS for online merchants.


Q4.  Write note on any two of the following :- 					     (2x5 = 10)	
A. What do you understand by “email from a friend social engineering attack” explain with appropriate examples 
B. What is a computer virus? Explain its types 
C. What are the different classifications of Cyber-crime? Explain the computer based / related crime with examples 

Q5. Answer the following 							                (2x5 = 10)
A) What is meant by data encryption? Explain its types  
OR
A. What do you understand by disk imaging or cloning? Why is cloning required during computer forensic?
B. What do you understand by CERT-In? What are its roles?

Q6.  	Answer the following:-	                                     			 		
A) What is a forensic procedure with respect to cyber-crime? Explain the identification and collection phase of forensic procedure.                                    (6)
OR
A) What do you understand by Information Technology Act? What is the need for such an act? Explain any 2 bailable and 2 non-bailable offences covered under the Information Technology Act.                                                                                (6)

      B)  Write a short note on cyber stalking.                                                                     (4) 						 
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